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Abstract of the contribution: Proposes to add the solution on initial PCF selection and PCF retrieval for AF request targeting an IP address and also some editorial changes to 6.3.7.2.
1. Introduction
PCF selection includes the procedures of:

1) initial PCF selection for a UE (by the AMF) or a PDU session (by the SMF) of the UE
2) PCF retrieval for AF request targeting multiple UEs (group of UE identified by the group ID or any UE)
3) PCF retrieval for AF request targeting an IP address

On SA2#121, the solution for item 2) was agreed, however, the solutions for item 1) and 3) are still missing. This paper attempts to propose the solution for initial PCF selection and PCF retrieval for AF request targeting an IP address.
In EPC, both the initial PCRF selection and the PCF retrieval for AF request targeting an IP address are achieved with a proxy based solution, for which DRA, a dedicated PCRF discovery and selection device, is introduced. The DRA has all the information that can be used for the selection of a suitable PCRF, such as the user identity (UE NAI), the APN, the UE IP address(es) and the selected PCRF address for a certain IP‑CAN Session. In EPC, all the PCRF surrounding network entities communicate with it over Diameter protocol, and DRA is designed for Diameter protocol routing, so it is quite beneficial to reuse it for PCRF selection. 

In 5GC, SA2 has agreed that 5G architecture is service based and all control plane network functions must use service based interface for interactions within control plane (except for N1, N2, N3, N4). NRF is introduced for service discovery, and NF service discovery is enabled via the NF discovery, as specified in TS 23.502, clause 5.1.1. Therefore, NRF is also used for NF discovery. 
For the initial PCF selection, both NRF and a DRA-like N7-N5 proxy are helpful, however, it is not necessary to have redundant devices with the same functionality in the network. In addition, the proxy based solution means that all N7 signalling needs to go via the N7-N5 proxy, although the IP address of the PDU session may not be needed at first contact between the SMF and the PCF, which introduces unnecessary signalling. 
Proposal 1: Since NRF is defined for NF service discovery, it is proposed to reuse NRF for PCF discovery as well.
For the PCF retrieval upon AF request targeting an IP address, the mapping between the IP address (or IPv6 prefix) of the UE and the PCF address needs to be maintained somewhere. And the major open question is which entity could maintain the mapping. There are 2 candidates: SDSF/UDR or a Proxy. Hence there are 2 alternatives for the solution:

· Alternative A: when a PCF takes care of a UE session, it may register in the SDSF/UDR the association of the IP address of the PDU session (coupled with the DNN and S-NSSAI) with the PCF. When an AF issues a request targeting the PCF that serves a PDU session identified by an IP address / IPv6 prefix (and possibly a DNN), the AF looks up the SDSF/UDR via NEF to retrieve the identity of the PCF. 

· The PCF decides whether to register in the SDSF/UDR based on operator policies related with whether it is expected that an AF may need to contact the PCF that serves a PDU session

· The PCF needs to remove this SDSF/UDR registration upon the release of the PDU session or upon release of one of the IP addresses (IPv6 multi-homing) allocated to the PDU session.
· Alternative B: N7 signaling related with this PDU session is routed via a N7-N5 proxy that stores the mapping between the IP address (or IPv6 prefix) of the UE and the PCF that serves the PDU session. When an AF issues a request targeting the PCF that serves a PDU session identified by an IP address / IPv6 prefix (and possibly a DNN + S-NSSAI), the N5 request is routed via the same N7-N5 proxy that retrieves the corresponding PCF and forwards the AF request to that PCF.

· The SMF decides whether to use the N7-N5 proxy based on operator policies related with whether it is expected that an AF may need to contact the PCF that serves a PDU session

Alternative A requires less signaling load, but a slight change to the AF. For AF requests sent via NEF, the NEF can perform lookup in the SDSF/UDR on AF behalf, and can route the AF requests to the PCF serving the PDU session.
Alternative B requires higher signaling load, as both the N5 signaling and N7 signaling have to go through the proxy. In order to reduce the N5 signaling hops, the N7-N5 proxy can be collocated with NEF, which stores the mapping into the SDSF. In order to reduce the N7 signaling hops, the N7 signaling can go directly to the PCF selected in initial PCF selection by NRF and SMF, and PCF can help registering the UE session to the N7-N5 proxy collocated with NEF.    Then the optimized Alternative B solution can converge with Alternative A.

Proposal 2: Since Alternative A is an optimized solution for Alternative B, it is proposed to adopt Alternative A as the solution of PCF retrieval for AF request targeting an IP address.
2. Proposal

It is proposed to approve the following changes based on the above evaluations.
>>>Start Changes<<<
6.3.7
PCF selection
Editor’s Note: It is FFS whether slice information mentioned in this section corresponds S-NSSAI and /or to other kind of information
6.3.7.1
Initial PCF selection for an UE or a PDU session

The initial PCF selection may be enforced:

-
By the AMF for an UE at the initial registration of an UE onto the AMF;
-
By the SMF for a PDU session of the UE at the establishment of a PDU session.

The AMF may provide to the SMF the identity of the PCF it had previously selected for the UE when a PDU session is established. The SMF, based on local policies may decide for the PDU session being established to use the PCF provided by the AMF or may decide to select another PCF. The policy on whether the same PCF needs to be selected is configured in the SMF on a per (DNN, S-NSSAI) basis.
The PCF selection function in AMF and in SMF is applicable to both 3GPP access and non-3GPP access.

The PCF selection function in the AMF and in SMF shall utilize the Network Repository Function to discover the candidate PCF instance(s) unless PCF information is available by other means, e.g. locally configured on AMF or on SMF. The NRF provides the IP address or the FQDN of candidate PCF instance(s).
The following factors may be considered to determine the candidate PCF instances by the NRF, AMF and SMF:
-
The SUPI of the UE

NOTE 2: 
Providing the SUPI to the NRF does not mean that the NRF stores a dynamic association between the UE and the PCF serving the UE. It means that the NRF may take into account information such as the PLMN Id (e.g. HPLMN versus local PLMN Id) or the IMSI range in order to determine the candidate PCF instances

-
slicing information: the Allowed NSSAI when the PCF is selected by the AMF and the S-NSSAI when the PCF is selected by the SMF.

-
The Selected Data Network Name (DNN).
6.3.7.2
PCF retrieval for AF request targeting multiple UEs 
Authorized applications may, via the NEF, provide policy requirements that apply to multiple UE (i.e. group of UE(s) identified by a group ID defined by subscription or to any UE) and hence may apply to multiple PCF. 

NOTE 1:
Application Function influence on traffic routing described in clause 5.6.7 is an example of such requirement

PCF(s) that need to receive application requests that target a DNN (and slice) and / or a group of UE subscribe to receive notifications from the NEF about such application requests.

The NEF, after relevant validation of the application request (and possible parameter mapping) stores the request from the application. When the SDSF is deployed, NEF stores the request from the application info into the SDSF.

Editor’s Note: 
Other ways to store the AF requests (e.g. in UDR) may be considered.
The NEF associates the request with information allowing to later modify and delete the application request; it associates the AF request with:

· When the request targets PDU sessions established by “any UE”: the DNN and slicing information target of the application request,

·  When the request targets PDU sessions established by UE within a predefined/subscribed group of UE: the DNN, the slicing information and the group of UE target of the application request

All PCF(s) that serve the DNN and slicing information are triggered by this policy modification induced by the AF request and take it into account for existing and future PDU sessions that match the policy change. In case of existing PDU sessions the change of policy may trigger an N7 rule change from the PCF to the SMF.

6.3.7.3
PCF retrieval for AF request targeting an IP address

PCF retrieval for AF request targeting an IP address means to bind an AF request targeting an IP address to the relevant PCF.
When an IP address is associated with a PDU session it is serving, the PCF may, based on local policies, register in the SDSF/UDR via NEF the association between the IP address of the PDU session (coupled with the DNN and S-NSSAI) and the PCF identity. 
NOTE 1: The PCF decides whether to register in the SDSF/UDR based on policies related with whether it is expected that an AF may need to contact the PCF that serves a PDU session.

When an AF issues a request targeting the PCF that serves a PDU session identified by an IP address / IPv6 prefix and it does not know the identity of the corresponding PCF, the AF sends the request to the NEF, and the NEF looks up the SDSF/UDR to retrieve the identity of the PCF. 
NOTE 2: The NEF may use information about the identity of the application to derive information on the corresponding DNN and slice. 

The PCF needs to remove this SDSF/UDR registration upon the release of the PDU session or when an IP address is de-associated with a PDU session it is serving.
>>>End of Changes<<<
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